






 

 

 

 

 

 

 

 

 

Offer of Appointment 
Date – 27/04/2023 

 
Mr. T. Akhilesh   
Adilabad, 
Telangana. 

 

Dear Candidate 
With reference to your application and subsequent discussion, it gives us immense pleasure to offer you an appointment 

as Digital Forensic Investigator Centre for Research on Cyber Intelligence and Digital Forensics[CRCIDF] at the client location, i.e., 
Hyderabad, Telangana. 

 

Salary Structure 

Earning Components Amount (A) Deductions Amount (B) 

Monthly gross emulation 40,000/- --------------------------- 0.0 

HRA, Conveyance, Telephone 
Allowance, Medical 
Allowance, Special Allowance 

Inclusive in 
Emulation 

--------------------------- 0.0 

Total Earning 40,000/- Total Deduction 0.0 

Net Pay (A - B) Rs.40,000/ Per Month 

In words  Fourty Thousand Only 

Onboarding Special Amount 
Traveling & Accommodation 
Charges 

10,000/- 
(Travel and Accommodation bills need to be submitted to CRCIDF 
Account Section) 

 

General Terms and Conditions of Employment. 
1. Your services are effective from 01/05/2023. 
2. Your "Monthly Compensation" is given above 
3. Leave 12 days of casual leave in a calendar year. 
4. Holiday: Gazetted State Government holidays shall be eligible for all. 
5. Please sign in the duplicate copy of this letter (Photocopy enclosed) on all the sheets at the bottom on the left corner and 

return it to our office. 
6. The candidate is initially appointed to work at the Client location. However, they are liable to be transferred to any department 

or establishment forming part of the Company, or any Group Company, anywhere in India, temporarily or permanently. 
7. If he/she undergoes training abroad and/or in India for which the company incurs considerable efforts/cost for any project 

specific requirement etc. you might be required to sign an agreement as a token of commitment, the terms of which will be 
decided by the company depending on the training period, location, travelling cost, lodging, boarding and other expenses 
incidental to the training. 



 
 
 
 
 
 
 
 
 

8. During the term of employment, the candidate will employ himself/ herself efficiently, honestly, faithfully and to the best of 
your ability and shall devote your whole time and attention to promote the interest of the company and generally carry out 
duties and work as assigned to you. You shall obey and comply with all the lawful orders and directions given to him/her by his 
reporting Manager & concerned superior in the Client organization. 

9. No Medical coverage will be given and no accommodation/ HRA will be provided by CRCIDF. TDS will deducted as per norms 
but it will bare by CRCIDF. This engagement will be till the duration of the project . However period is likely to be extended, 
as per requirement of CLIENT and performance of candidate. 

10. Candidate will not indulge into unprofessional practices and in case, it is found that while you are not following client 
organization's policies, rules and guidelines, the company would be at liberty to take disciplinary and legal action against you. 

11. Conduct: The conduct should be at par with govt. servant. 
12. Performance Evaluation: Performance Evaluation will be evaluated by CRCIDF. 
13. Working Hours: The hired employee shall work as per the working hours of client. However, depending on the urgency of work, 

one may be required to come early or sit late to complete time bound works, as maybe assigned from time to time, no overtime 
will be paid by CRCIDF. 

14. Termination of Engagement: The CRCIDF may, on behalf, of the client, terminate the engagement of hired employee if: 
a) The person is found unable to accomplish the assigned works. 
b) The quality of the accomplished work is not to the satisfaction. 

c) The person fails in timely achievement of the milestones as decided by CRCIDF. 
d) The person is found lacking in honesty and integrity. 
e) The termination will be without prejudice to either party's rights accrued before termination. 

15. In case, hired employee is absent on a particular day or comes late/ leaves early on three occasions, proportionate deduction 
of fee for that day will be effected. 

16. ln case, hired employee attends office on Saturday/Sunday/holiday, he/she may be provided compensatory holiday as 
applicable. 

17. The personnel deployed by employer shall not have any claims, whatsoever, like employer and hired employee relationship, 
against CRCIDF. 

18. The employer shall not be responsible for any financial loss or any injury to any person deployed at site and in the course of 
their performing functions/ duties, or for payment towards any compensation. 

19. The hired employee shall not claim, nor shall be entitled to pay, perks and other facilities admissible to regular/ confirmed hired 
employees of CRCIDF during the currency of the contract or any time thereafter. 

20. The hired employee is required to intimate any change in his/her address/ contact. 
21. Hired employee shall not utilize or publish or disclose or parts to third party any data or statics or proceedings or information 

gathered during the course of this assignment without the written consent of the CRCIDF hired employee will be required to 
sign non-disclosure agreement (NDA) with the CRCIDF. 

22. Hired employee acknowledges expressly, that the confidentiality and secrecy obligations shall be applicable to him during the 
term of his contract with the CRCIDF, and beyond. 

23. The role assigned to the hired employee during the contract with CRCIDF and assigned client includes Information security and 
cyber forensics responsibilities. This includes maintaining the highest standards of personal conduct and integrity and complying 
with practices/ protocols, as required by the Information security policy of CRCIDF and assigned client. 

24. On termination of the contract with the CRCIDF, the hired employee shall immediately return all information received from TS 
-CRCIDF or created by him, without retaining any copies or duplicates, in any form whatsoever. 

25. In case, the hired employee violates an obligation as set forth in this contract the CRCIDF or CLIENT shall be entitled to seek 
judicial/ law enforcement of such obligation including, but not limited, to specific enforcement by way of an injunction or other 
means of interim and or permanent relief. 



 
 
 
 
 
 
 
 
 
 

26. After completion of the contract, the hired employee shall not use any of the Confidential Information and any other particular/s 
of the CRCIDF and any other related information in any manner whatsoever in any of his/her future assignments. 

27. Arbitration Clause 
a) In event of any dispute or difference between the Parties hereto, such disputes or differences shall be resolved amicably by 

mutual consultation. 
b) If such resolution is not possible, then the unresolved dispute or difference shall be referred to arbitration of the sole 

arbitrator to be appointed by the CRCIDF. 
c) The arbitrator shall make; a reasoned decision/ award ("The Award"), which shall be final and binding on the parties" of such 

Arbitrator shall be binding upon the parties hereto. 
d) During the pendency of Arbitration proceedings, the arbitration and other activities, the services as provided by CRCIDF shall 

continue to perform all of their obligations under the Agreement without prejudice to a final adjustment in accordance 
with such award. 

e) The seat of Arbitrator shall be at Hyderabad. 
28. Jurisdiction - All matters/disputes arising out of this contract are subject to the exclusive jurisdiction of courts at Hyderabad 

only. 
 
 

Statement of Work (SoW): 
1. Handling of End-to-End Digital Forensic and Incident Response Tracks 
2. Digital Forensic Examination Assistance 
3. Hand holding of Cyber Labs & Seizure of Evidence at Scene of Crime 
4. Providing Technical Support to LEA Officers 
5. Conduct the Digital Forensic Investigation Training for Police Units 
6. Solving the new cases or pending cases pertaining to digital media 
7. Development of Curriculum for Cyber Training 
8. Development of Digital Forensic SoPs 
9. Demonstration of superior technologies related to Digital Forensics & Incident Response 
10. Able to perform tasks in a time accomplished environment. 
11. Day to day works assigned by assigned client /CRCIDF 

 
 
 
 
 
 
 

Sincerely 
Prasad Patibandla 
Director, (R&O) 
Centre for research on Cyber Intelligence and Digital Forensics(CRCIDF) 



 
 
 
 
 
 
 
 

 

NON-DISCLOSURE AGREEMENT 

THIS AGREEMENT (the "Agreement") is entered into on this      01/05/2023_day of    CRCIDF by and 
between , located at     Hyderabad  ( the" Disclosing Party"), and                                     
Mr. Tinganiwar Akhilesh Kumar         with an address at Adilabad, Telangana,
 (the "Receiving Party"). 

 
The Receiving   Party hereto desires   to participate in discussions regarding Digital Forensic 

Services . During these discussions, Disclosing Party may share certain proprietary information with the 
Receiving Party. Therefore, in consideration of the mutual promises and covenants contained in this Agreement, 
and other good and valuable consideration, the receipt and sufficiency of which is hereby acknowledged, the parties 
hereto agree as follows: 

 
 

1. Definition of Confidential Information. 

(a) For purposes of this Agreement, "Confidential Information" means any data or information that 

is proprietary to the Disclosing Party and not generally known to the public, whether in tangible or intangible form, in 

whatever medium provided, whether unmodified or modified by Receiving Party or its Representatives (as defined herein), 

whenever and however disclosed, including, but not limited to: (i) any marketing strategies, plans, financial information, 

or projections, operations, sales estimates, business plans and performance results relating to the past, present or future 

business activities of such party, its affiliates, subsidiaries and affiliated companies; (ii) plans for products or services, and 

customer or supplier lists; (iii) any scientific or technical information, invention, design, process, procedure, formula, 

improvement, technology or method; (iv) any concepts, reports, data, know-how, works-in-progress, designs, 

development tools, specifications, computer software, source code, object code, flow charts, databases, inventions, 

information and trade secrets; (v) any other information that should reasonably be recognized as confidential information 

of the Disclosing Party; and (vi) any information generated by the Receiving Party or by its Representatives that contains, 

reflects, or is derived from any of the foregoing. Confidential Information need not be novel, unique, patentable, 

copyrightable or constitute a trade secret in order to be designated Confidential Information. The Receiving Party 

acknowledges that the Confidential Information is proprietary to the Disclosing Party, has been developed and obtained 

through great efforts by the Disclosing Party and that Disclosing Party regards all of its Confidential Information as trade 

secrets. 

(b) Notwithstanding anything in the foregoing to the contrary, Confidential Information shall not 

include information which: a) was lawfully possessed, as evidenced by the Receiving Party's records, by the Receiving 

Party prior to receiving the Confidential Information from the Disclosing Party; (b) becomes rightfully known by the 

Receiving Party from a third-party source not under an obligation to Disclosing Party to maintain confidentiality; (c) is 

generally known by the public through no fault of or failure to act by the Receiving Party inconsistent with its obligations 

under this Agreement; (d) is required to be disclosed in a judicial or administrative proceeding, or is otherwise requested 

or required to be disclosed by law or regulation, although the requirements of paragraph 4 hereof shall apply prior to any 

disclosure being made; and (e) is or has been independently developed by employees, consultants or agents of the 

Receiving Party without violation of the terms of this Agreement, as evidenced by the Receiving Party's records, and 

without reference or access to any Confidential Information. 



 

 

 

 

 

 

 

Disclosure of Confidential Information. 

From time to time, the Disclosing Party may disclose Confidential Information to the Receiving Party. 

The Receiving Party will: (a) limit disclosure of any Confidential Information to its directors, officers, employees, agents 

or representatives (collectively "Representatives") who have a need to know such Confidential Information in connection 

with the current or contemplated business relationship between the parties to which this Agreement relates, and only for 

that purpose; (b) advise its Representatives of the proprietary nature of the Confidential Information and of the obligations 

set forth in this Agreement, require such Representatives to be bound by written confidentiality restrictions no less 

stringent than those contained herein, and assume full liability for acts or omissions by its Representatives that are 

inconsistent with its obligations under this Agreement; (c) keep all Confidential Information strictly confidential by using 

a reasonable degree of care, but not less than the degree of care used by it in safeguarding its own confidential information; 

and (d) not disclose any Confidential Information received by it to any third parties (except as otherwise provided for 

herein). 

2. Use of Confidential Information. 

The Receiving Party agrees to use the Confidential Information solely in connection with the 
current or contemplated business relationship between the parties and not for any purpose other than as 
authorized by this Agreement without the prior written consent of an authorized representative of the Disclosing 
Party. No other right or license, whether expressed or implied, in the Confidential Information is granted to the 
Receiving Party hereunder. Title to the Confidential Information will remain solely in the Disclosing Party. All use 
of Confidential Information by the Receiving Party shall be for the benefit of the Disclosing Party and any 
modifications and improvements thereof by the Receiving Party shall be the sole property of the Disclosing Party. 

 
3. Compelled Disclosure of Confidential Information. 

Notwithstanding anything in the foregoing to the contrary, the Receiving Party may disclose 
Confidential Information pursuant to any governmental, judicial, or administrative order, subpoena, discovery 
request, regulatory request or similar method, provided that the Receiving Party promptly notifies, to the extent 
practicable, the Disclosing Party in writing of such demand for disclosure so that the Disclosing Party, at its sole 
expense, may seek to make such disclosure subject to a protective order or other appropriate remedy to preserve 
the confidentiality of the Confidential Information; provided that the Receiving Party will disclose only that portion 
of the requested Confidential Information that, in the written opinion of its legal counsel, it is required to disclose. 
The Receiving Party agrees that it shall not oppose and shall cooperate with efforts by, to the extent practicable, 
the Disclosing Party with respect to any such request for a protective order or other relief. Notwithstanding the 
foregoing, if the Disclosing Party is unable to obtain or does not seek a protective order and the Receiving Party is 
legally requested or required to disclose such Confidential Information, disclosure of such Confidential Information 
may be made without liability. 



 
 
 
 
 
 
 
 
 
 
 
 
 

 
6. Remedies. 

Both parties acknowledge that the Confidential Information to be disclosed hereunder is of a unique 
and valuable character, and that the unauthorized dissemination of the Confidential Information would destroy or 
diminish the value of such information. The damages to Disclosing Party that would result from the unauthorized 
dissemination of the Confidential Information would be impossible to calculate. Therefore, both parties hereby 
agree that the Disclosing Party shall be entitled to injunctive relief preventing the dissemination of any Confidential 
Information in violation of the terms hereof. Such injunctive relief shall be in addition to any other remedies 
available hereunder, whether at law or in equity. Disclosing Party shall be entitled to recover its costs and fees, 
including reasonable attorneys' fees, incurred in obtaining any such relief. Further, in the event of litigation 
relating to this Agreement, the prevailing party shall be entitled to recover its reasonable attorney's fees and 
expenses. 

7. Return of Confidential Information. 

Receiving Party shall immediately return and redeliver to Disclosing Party all tangible material 
embodying any Confidential Information provided hereunder and all notes, summaries, memoranda, drawings, 
manuals, records, excerpts or derivative information deriving therefrom, and all other documents or materials 
("Notes") (and all copies of any of the foregoing, including "copies" that have been converted to computerized 
media in the form of image, data, word processing, or other types of files either manually or by image capture) 
based on or including any Confidential Information, in whatever form of storage or retrieval, upon the earlier of (i) 
the completion or termination of the dealings between the parties contemplated hereunder; (ii) the termination of 
this Agreement; or (iii) at such time as the Disclosing Party may so request; provided however that the Receiving 
Party may retain such of its documents as is necessary to enable it to comply with its reasonable document 
retention policies. Alternatively, the Receiving Party, with the written consent of the Disclosing Party may (or in 
the case of Notes, at the Receiving Party's option) immediately destroy any of the foregoing embodying Confidential 
Information (or the reasonably nonrecoverable data erasure of computerized data) and, upon request, certify in 
writing such destruction by an authorized officer of the Receiving Party supervising the destruction). 

 
8. Notice of Breach. 

Receiving Party shall notify the Disclosing Party immediately upon discovery of, or suspicion of, 
(1) any unauthorized use or disclosure of Confidential Information by Receiving Party or its Representatives; 
or (2) any actions by Receiving Party or its Representatives inconsistent with their respective obligations under 
this Agreement, Receiving Party shall cooperate with any and all efforts of the Disclosing Party to help the 
Disclosing Party regain possession of Confidential Information and prevent its further unauthorized use. 



 
 
 
 
 
 
 
 
 
 
 

9. No Binding Agreement for Transaction. 

The parties agree that neither party will be under any legal obligation of any kind whatsoever with respect to a 

Transaction by virtue of this Agreement, except for the matters specifically agreed to herein. The parties further 

acknowledge and agree that they each reserve the right, in their sole and absolute discretion, to reject any and 

all proposals and to terminate discussions and negotiations with respect to a Transaction at any time. This 

Agreement does not create a joint venture or partnership between the parties. If a Transaction goes forward, 

the non-disclosure provisions of any applicable transaction documents entered into between the parties (or 

their respective affiliates) for the Transaction shall supersede this Agreement. In the event such provision is not 

provided for in said transaction documents, this Agreement shall control 

 
 
 

10. Warranty. 

NO WARRANTIES ARE MADE BY EITHER PARTY UNDER THIS AGREEMENT WHATSOEVER. The 
parties acknowledge that although they shall each endeavor to include in the Confidential Information all 
information that they each believe relevant for the purpose of the evaluation of a Transaction, the parties 
understand that no representation or warranty as to the accuracy or completeness of the Confidential Information 
is being made by the Disclosing Party. 

 
 

Miscellaneous. 

(a) This Agreement constitutes the entire understanding between the parties and supersedes 
any and all prior or contemporaneous understandings and agreements, whether oral or written, between the 
parties, with respect to the subject matter hereof. This Agreement can only be modified by a written amendment 
signed by the party against whom enforcement of such modification is sought. 

(b) The validity, construction and performance of this Agreement shall be governed and 
construed in accordance with the Indian laws applicable to contracts made and to be wholly performed within such 
state, without giving effect to any conflict of laws provisions thereof. The local courts located in 
       Telangana (state) shall have sole and exclusive jurisdiction over any disputes arising under, or in any 
way connected with or related to, the terms of this Agreement and Receiving Party: (i) consents to personal 
jurisdiction therein; and (ii) waives the right to raise forum non conveniens or any similar objection. 

(c) Any failure by either party to enforce the other party's strict performance of any provision of this 

Agreement will not constitute a waiver of its right to subsequently enforce such provision or any other 

provision of this Agreement. 



 
 
 
 
 
 
 
 
 
 

 
(d) Although the restrictions contained in this Agreement are considered by the parties to be 

reasonable for the purpose of protecting the Confidential Information, if any such restriction is found by a court of 

competent jurisdiction to be unenforceable, such provision will be modified, rewritten or interpreted to include as much 

of its nature and scope as will render it enforceable. If it cannot be so modified, rewritten or interpreted to be enforceable 

in any respect, it will not be given effect, and the remainder of the Agreement will be enforced as if such provision was 

not included. 

(e) Any notices or communications required or permitted to be given hereunder may be 
delivered by hand, deposited with a nationally recognized overnight carrier, electronic-mail, or mailed by certified 
mail, return receipt requested, postage prepaid, in each case, to the address of the other party first indicated above 
(or such other addressee as may be furnished by a party in accordance with this paragraph). All such notices or 
communications shall be deemed to have been given and received (a) in the case of personal delivery or electronic- 
mail, on the date of such delivery, (b) in the case of delivery by a nationally recognized overnight carrier, on the 
third business day following dispatch and (c) in the case of mailing, on the seventh business day following such 
mailing. 

(f) This Agreement is personal in nature, and neither party may directly or indirectly assign or 

transfer it by operation of law or otherwise without the prior written consent of the other party, which consent will not be 

unreasonably withheld. All obligations contained in this Agreement shall extend to and be binding upon the parties to this 

Agreement and their respective successors, assigns and designees. 

(g) The receipt of Confidential Information pursuant to this Agreement will not prevent or in 
any way limit either party from: (i) developing, making or marketing products or services that are or may be 
competitive with the products or services of the other; or (ii) providing products or services to others who compete 
with the other. 

(h) Paragraph headings used in this Agreement are for reference only and shall not be used or relied upon in 

the interpretation of this Agreement. 

IN WITNESS WHEREOF, the parties hereto have executed this Agreement as of the date first above written. 

 
 
Disclosing Party Receiving Party 

 

 
By CRCIDF  By   
Name: Prasad Patibandla Name: 
Title: Director, (R&O) Title:



 









Nanda Kumar Munaganti
Infosec Analyst

Employee Number SCR227

Department Customer Success

Phone 8185872262

Blood Group O+ (O Positive)

Powered by Keka

Organization Name Scrut Automation

Date Of Joining 01 Jul, 2024

If you find this ID card, please return it to Scrut 
Automation, 1st Floor, 420 Mahakavi Vemana 

Road, KHB Block, 4th Block, Koramangala, 
Bengaluru-34
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